Программа повышения квалификации «**Корпоративная защита от внутренних угроз информационной безопасности**»

Программа повышения квалификации «Информационная безопасность» **разработана в соответствии с профессиональным стандартом "Специалист по безопасности компьютерных систем и сетей**", утвержденного приказом Минтруда России от 1 ноября 2016 г. N 598н, **"Методикой оценки угроз безопасности информации"** (утв. Федеральной службой по техническому и экспортному контролю 5 февраля 2021 г.).

**Цель программы** – совершенствование и (или) получение новой компетенции, необходимой для профессиональной деятельности, и (или) повышение профессионального уровня в рамках имеющейся квалификации в области обеспечения информационной безопасности. В процессе освоения программы слушатели приобретут необходимые знания и практические умения и навыки, необходимые для обеспечения внутренней (корпоративной) безопасности информации в компьютерных системах и сетях в условиях существования угроз их информационной безопасности.

Курс обучения включает в себя рассмотрение представлений о средствах и методах обеспечения корпоративной защиты от внутренних угроз информационной безопасности, систему нормативных правовых и локальных актов по вопросам обеспечения защиты корпоративной информации.

**Повышение квалификации** **предназначено для** специалистов по безопасности компьютерных систем и сетей, специалистов по защите информации, руководителей структурных подразделений и организаций, обеспечивающих безопасность компьютерных систем и сетей.

Рекомендуемая периодичность прохождения обучения – **не реже 1 раза в 5 лет**.

Программа реализуется в **очной, очно-заочной** формах обучения, а также **с применением электронного обучения и дистанционных образовательных технологий**.

По завершению обучения проводится итоговая аттестация.

Лицам, успешно освоившим программу и прошедшим итоговую аттестацию, **выдаются документы о квалификации – удостоверение о повышении квалификации установленного образца**.